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DELEGATED ADMINISTRATOR ACCOUNT SELF PROVISIONING QUICK HELP 
 
You will need to assign your own access privileges to any application(s) available. If you do not complete this step, you will 
not be able to access the applications with your user ID. To provision your own account follow the steps below. 
 
1. Click the User Administration Console (UAC) hyperlink on the the Provider Portal you are accessing or go directly to 

the UAC site by entering https://uac.magellanrx.com in the address bar of your web browser. The UAC Home screen 
appears. 
 

2. Select the Log In widget.  

 
3. Enter your login credentials. 

 
 

4. You will be taken to the secure UAC landing page (User Management). In the blue menu bar under the UAC logo you 
will see your name, login email account address (as a blue hyperlink) and your role under the Magellan Health logo. 
Click the blue email hyperlink to access your own account. 
 

 
 

5. You will be taken to the User Demographics screen that will display your own account information. Select the Orgs 
and Roles tab on the left side menu bar. 

   

https://uac.magellanrx.com/
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6. On the Orgs and Roles screen, select the radio button on an OrgID/NPI/Chain Code and the blue informational box 
will populate. This box will show you the organization information and the currently assigned access roles for your 
account.

 
 

7. To assign roles, select the Application name from the Applications drop down menu and check the box in front of the 
desired option and click the SAVE button. 

 
 
EXAMPLE: If you wish to have access to the web claim application, select the Web Claim Submission application from 
the Applications drop down menu and check the box in front of the desired option; click SAVE when complete. 

 
 
8. Repeat steps 6-7 until all orgID/NPI/Chain Code(s) you wish to assign application access and roles to for your 

account has been completed.  
 
Your account should now be fully provisioned and ready to access the Magellan portals and applications selected. You will 
also be able to use the UAC console to create Standard Users for the OrgID/NPI/Chain Code(s) you have authority for (see 
the full UAC Delegated Administrator Guide Section 4 – Creating Standard User Accounts). 
 
NOTE: You will be required to set up a multi-factor authentication method (MFA) upon your first login.  
 
 
 
 
 

 

 

  


